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Abstract
Opportunistic routing has gained much attention as a new and promising approach to relay packets in wireless mesh
networks. The collaboration of intermediate nodes to deliver packets without a predetermined route, using the
broadcast nature of wireless channel, increases the transmission reliability and network throughput. Nevertheless,
such characteristics make the process of admission control even more challenging than in a traditional unipath
routing protocol. In this paper, we propose an admission control mechanism for quality of service (QoS)-enabled
opportunistic routing protocols. This mechanism performs admission control and resource reservation in multiple
neighbors according to their importance for the relaying process. We also consider the influence of using thresholds
for QoS parameters in order to improve the service provided to adaptive applications. Simulation results allow us to
reach two conclusions: (i) the proposed mechanism achieves higher success rate than both a unipath-based and a
multipath-based admission control mechanisms and (ii) thresholds allow high resource reservation even in network
topologies with scarce resources.
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1 Introduction
Over the last few years, wireless mesh networks (WMN)
have been consolidated as an important approach to con-
nect devices. This kind of network is especially suited to
universities, commercial buildings, and even metropoli-
tan zones because of features inherited from ad hoc
networks such as self-configuration, self-organization,
self-discovery, and self-healing allied to a stationary
infrastructure composed of routers and Internet gateways
[1, 2]. Despite this success, the huge number of challenges
in this field is remarkable. Problems such as the high chan-
nel variability, interference, and transmission fading raise
a set of issues related to the development of new practical
solutions when compared to wired environments. Among
these challenges, quality of service (QoS) stands out as an
essential component that must be satisfied to allow the
execution of several applications properly.
We can define quality of service as a set of service

requirements to be satisfied by the network during flow
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transmissions [3]. In practical terms, we usually con-
sider as service requirements some network performance
metrics. These performance metrics can be classified as
additive (e.g., delay and jitter), multiplicative (e.g., packet
loss), and concave (e.g., available bandwidth) [4]. Despite
an implicit relationship between them, the optimization of
multiple performance metrics in a single solution is con-
sidered an NP-complete problem [5, 6]. As a consequence
of this complexity, several authors have presented solu-
tions to enable QoS on WMN and ad hoc networks [7]
where different layers of the TCP/IP stack can be used to
provide QoS [8]. The great importance played by mech-
anisms based on QoS routing is remarkable because it
is able to achieve an end-to-end QoS by means of the
definition of routes for transmitting flows satisfying QoS
requirements.
Most solutions for QoS routing [9–15] are based on

traditional routing protocols for ad hoc networks such
as Ad hoc On-Demand Distance Vector (AODV) [16],
DSR [17], DSDV [18] and OLSR [19] or are based on
the multipath paradigm [20–23]. These protocols share a
common property, which is how they treat the channel
between nodes. For them, the link between two neighbors
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is handled as a dedicated channel similar to wired envi-
ronments, neglecting the fact that all transmissions are,
into the WMN domain, naturally broadcasts. By ignoring
this characteristic, named multi-user diversity [24], sev-
eral benefits cannot be obtained. For instance, neighbors
that could eventually hear packets originated from a trans-
mitter discard them whether they are not the next relay,
even in the case that the intended relay could not hear the
transmission. Based on this characteristic of the wireless
environment, several new protocols have been proposed
in order to exploit receptions of the same packet at mul-
tiple nodes to improve network performance. One of the
most promising strategies is opportunistic routing [25, 26]
at which, the transmitter does not define the next relay for
a packet transmission, but instead, it defines only a set of
possible relays, named forward set. The election of the real
relay is performed only after the reception of a packet by
neighbors.
Although opportunistic routing improves transmission

throughput compared to traditional protocols, it raises
a new issue with regard to the admission control and
resource reservation process in protocols with QoS sup-
port. Call admission control (CAC) is considered one
of the most important components of a QoS solution
because it must estimate the network conditions and
decide if a new flow can be admitted without breaking
previous QoS contracts [27]. In this context, CAC mech-
anisms usually perform resource reservation considering
that data will flow through a predefined set of paths.
Unfortunately, such an assumption cannot be made in the
context of opportunistic routing.
Another major issue in regard to QoS solutions refers to

the support of adaptive applications. Several approaches
do not consider the possibility of applications adapting the
content during transmission. For such approaches, appli-
cations would only work properly if a predefined bitrate
can be provided neglecting the fact that various kinds
of applications, where multimedia applications are the
main example, are able to adapt the transmitted content
reducing the network resource usage [28–32].
In this paper, we propose a novel admission control

mechanism for QoS-enabled opportunistic routing pro-
tocols. This mechanism performs admission control and
resource reservation in multiple neighbors according to
their importance for the relaying process. For this aspect
of the solution, the proposed approach is inspired in the
work presented by Liao et al. [23] which proposes a ticket-
based mechanism for resource allocation. Their idea is
extended by considering the characteristics of the oppor-
tunistic routing paradigm. It differs from the previous
work because each node uses all possible connections to
its descendent nodes instead of limiting it to just a sub-
set of descendent neighbors, allowing growth in resource
reservation.

We also consider the influence of using thresholds for
QoS parameters in order to improve the service provided
to adaptive applications. In order to evaluate our solution,
we compare our mechanism to the original ticket-based
mechanism [23] and to a unipath solution. Simulation
results show that the proposed mechanism achieves satis-
factory success rate on the admission control process. We
also show that thresholds allow a high resource reserva-
tion even in network topologies with scarce resources.
This paper is organized as follows: Section 2 discusses

an overview on the current status of literature. The follow-
ing section presents the definition of two problems tack-
led in this work and a high-level vision of the proposed
solution. Section 4 presents a detailed description of the
solution detailing how each component works including
a mathematical model of the proposed mechanism. In
Sections 5 and 6, we discuss the main aspects of exper-
iments performed in order to evaluate our solution and
the results obtained. Finally, in Section 7, we present the
conclusions and future works.

2 Related work
In the last few years, significant work has been per-
formed on quality of service applied to ad hoc wireless
networks. Many approaches were proposed regarding dif-
ferent aspects of the routing process, and such works have
been described in several surveys and reviews in the lit-
erature [6, 8, 33–37]. For instance, Chen et al. [38, 39]
and Guimaraes et al. [40] propose mechanisms to esti-
mate the available bandwidth in networks with QoS
support. Another research line relates to routing pro-
tocols that are aware of interference [41, 42]. Gupta
et al. [41] propose a routing protocol that are aware of
interference called IQRouting. In this protocol, several
possible paths for transmission are analyzed by sending
probe packets and determining which paths best meet
the QoS requirements. Another similar protocol is pre-
sented in Jia et al. [42], who attack the problem known
as ad hoc shortest widest path, which consists of deter-
mining the maximum throughput that a given data path
is capable of transmitting between a transmitter and a
receiver.
Some approaches refer to QoS support from the geo-

graphic routing [43–46]. Sun et al. [43] propose a routing
protocol named geographical vehicular grid (GVGrid).
The GVGrid has as basic elements the on-demand and
geographic routing using the lifetime of the transmission
paths and the delivery rate of packets as parameters of
the QoS. Similarly, Shah et al. [45] present a protocol with
QoS support based on the location information. In this
approach the authors aimed at reducing the transmission
delay. For this intent, they propose a scheme for predicting
the transmission delay given geographic positions of both
transmitter and receiver.
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In the context of approaches that propose the construc-
tion of backbones on the network topology to support
QoS, we can point out the works of Sivakumar et al. [47]
and Ivascu et al. [48]. In the first one, core-extraction dis-
tributed ad hoc routing (CEDAR) is proposed. This pro-
tocol offers support to QoS for applications which require
minimum levels of available bandwidth. To achieve this
purpose, the execution of the protocol consists of three
steps: the construction of a routing backbone, the prop-
agation of the network topology among nodes, and the
computation of the best route for transmitting data. On
the other hand, Ivascu et al. [48] propose an extension of
AODV protocol [16] to support QoS. In order to allow
that, the protocol builds a backbone along nodes that have
the greatest amount of resources available. Its main goal is
to serve as a central infrastructure for transferring packets
in the network.
Besides the unipath routing, several authors have pro-

posed solutions that focus on the multipath routing
[20–23]. Liao et al. [23] propose an on-demand multi-
path routing protocol to support QoS. In this protocol,
the reservation process is performed by searching the
minimum set of routes that meet the QoS requirements.
To this end, the transmitter sends a reservation request
to the destination. Whenever the request reaches a relay
that has no neighbor whose available bandwidth meets
the requirement of QoS, the request is divided into sub-
requests (or tickets according to the authors). The receiver
collects all sub-requests, adding the reserved bandwidth
until it reaches the original request. Lee et al. [21] pro-
poses a mechanism for on-demand routing, named split
multipath routing (SMR), which uses multiple routes to
minimize the effect of route failures during the rout-
ing process. Unlike the previous approach, no admis-
sion control mechanism is employed in the SMR. Other
approaches to provide QoS based on routing include mul-
ticast approaches [49–52] and the reservation process
optimization in face of multiple constraints [5, 53–55].
In regard to opportunistic routing-based approaches to

provide QoS on ad hoc networks, the number of works
currently proposed on this topic is very limited [56–61].
Most of them are orthogonal to our approach in the sense
that they focus mainly on the transmission process while
we concentrate on the admission control problem. The
only exception is presented in Zhao et al. [58]. In that
work, the authors present both a metric for determin-
ing the prioritization of relays in the forward candidate
set and an admission control mechanism based on oppor-
tunistic routing. Specifically, they discuss the new metric
called bandwidth-cost ratio (BCR) which allows the rout-
ing protocol to select the forward candidate set based on
the bandwidth availability. After the construction of the
forward candidate set, an admission control mechanism
is employed to perform the resource reservation on the

primary route. The main issue of this approach refers to
the fact that only one route is considered for reservation.
As a consequence, the maximum bandwidth allocated for
any flow cannot exceed the available bandwidth of the
selected route even if the sum of the bandwidth avail-
able on the forward candidate set can meet the bandwidth
requirement of the QoS request.
Another approach, but without considering the admis-

sion control problem, is presented in Rusli et al. [56]. In
that work, the authors provide a mechanism for coordi-
nating the transmission of multiple packet types in the
context of the opportunistic routing paradigm. It pre-
sented an enhanced version of the metric opportunistic
quality score (OQS) [62] to adapt the transmission sched-
uler. Simulations show that the proposed scheme can
improve the performance of the transmission especially,
in the end-to-end delay and energy efficiency.
Other solutions for supporting QoS through oppor-

tunistic routing, also without considering the admission
control problem, include the use of cross layer resource
allocation strategies to increase effective capacity of com-
munication links [57], the proposition of protocols to
optimize the transmission in terms of energy consump-
tion and end-to-end latency [59, 60] and the construction
of joint prefix-based addressing schemes to ensure low
end-to-end delay for data collection in wireless sensor
networks [61].

3 Problem definition and overall solution
In this section, we present a discussion about the prob-
lems considered in this work and how we intend to solve
them. First, we present a brief introduction about the
opportunistic routing paradigm and how admission con-
trol mechanisms can be applied in the context of this
routing paradigm. In the following, we introduce a formal
definition of the network model as well as the problem
definition. After that, we present a high-level view of the
proposed solution.

3.1 Opportunistic routing
Opportunistic routing has gained much attention as a
new and promising approach to relay packets in wireless
mesh networks. The collaboration of intermediate nodes
to deliver packets without a predetermined route, using
the broadcast nature of wireless channel, increases the
transmission reliability and network throughput.
In order to demonstrate the benefits of using oppor-

tunistic routing, consider the network topology illustrated
in Fig. 1. Such topology consists of seven nodes (two end
nodes and five routers) placed in an environment where
packet transmission between nodes are subject to differ-
ent packet delivery probability. Considering the described
environment, a traditional routing protocol would make
the choice of the path with the highest delivery probability
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Fig. 1 Scenario of a topology with high packet loss rate. Labels on arc indicate the packet delivery ratio between nodes

(i.e., S⇒R5⇒T), obtaining a packet delivery probability of
about 40 % of the packets sent. If we instead consider an
opportunistic routing-based protocol, the packet delivery
probability transmitted by node S will be P = 1 − ((1 −
0, 4) ∗ (1− 0, 2)2 ∗ (1− 0, 3)2) ≈ 0, 81. In other words, the
success rate will be doubled, reaching approximately 81 %
of transmitted packets.
The aforementioned example illustrates how the oppor-

tunistic routing paradigm can be used to increase the
transmission channel reliability, as the next hop is not
chosen a priori but only after the correct reception by
descendent nodes.
Considering the characteristics of the opportunistic

routing paradigm, admission control mechanisms can be
applied to admit or reject new traffic flows in order to
guarantee that the QoS ongoing traffic is maintained [58].

3.2 Network model
We consider a network topology composed of a set of
nodesN = {ni|i = 1, 2, . . . , k − 1, k}, where ni specifies a
node on that set and k = |N | specifies the size of the set
N . We also consider a set C = {ni → nj|ni, nj ∈ N } rep-
resenting all directed hyperlinks interconnecting nodes
fromN .
A flow can be routed from a source node ns to a target

node nt if there exists at least one path p that belongs to
the set P defined on Eq. 1.

Ps→t = {ns → . . . → nt|ns, nt ∈ N ∧ ∃
(ns → nx, nx → ny, . . . , nz → nt)} (1)

In regard to the flow transmission, we model an oppor-
tunistic routing flow on any node ni as a tuple F =

{ns, nt , FCSi→t|ns, nt ∈ N } , where ns and nt represent
both source and target, respectively, and FCSi→t repre-
sents the forward candidate set [25, 26] of the node ni for
the target nt , obtained from any chosen routing metric.

3.3 Problem definition
Based on the above network model, we considered two
important problems:

1. How to enable admission control for protocols based
on the opportunistic routing paradigm?

2. How to perform admission control for adaptive
applications?

The first problem refers to the required approach to
enable admission control in the context of the opportunis-
tic routing paradigm. This challenge arises from the fact
that in such a routing paradigm, the transmitter does not
have a default next hop for a specific route. Due to that,
it does not make sense performing resource reservation
only in a specific descendent neighbor. Instead, it must
be provided with an optimized way to perform resource
reservation in all neighbors able to deliver data on the
target.
To deal with the above issue, we consider the use of

an approach for admission control and resource reserva-
tion similar to that employed in the multipath routing.
Instead of performing the resource reservation at a min-
imum required route set, we meet such intent through
the reservation in all descendent neighbors according to
their importance to the relaying process. Specifically, each
node, upon receiving a request of resource reservation,
divides the original request into sub-requests addressing
this new set of requests to its descendent neighbors. The
amount of resource to be reserved in a sub-request is
defined by the ratio between the available bandwidth from
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the current node to a specific neighbor, which then is com-
pared to the sum of available bandwidth of all descendent
neighbors. For instance, consider the network topology
shown in Fig. 2. This network topology is composed of a
transmitter, a receiver (nodes S and T, respectively), and a
set of intermediate nodes. Consider the labels on the arcs
as the proportion of the available bandwidth for the node
compared to the available bandwidth on the nodes from
the candidate set.
In such a scenario, whenever a request reaches a node,

it is divided into N sub-request, where N is the number of
descendent nodes with available bandwidth for reserving.
In turn, the node T collects all the sub-requests until it can
be possible to mount the original request.
The second challenge refers to the approach used to

define the QoS parameters in requests. In the context
of protocols with QoS support for WMN/ad hoc net-
works, an approach commonly used is the definition of
QoS parameters as fixed values. In this way, applica-
tions perform transmission at fixed rates and are not able
to make any adaptation in the transmitted flow. Thus,
admission control mechanisms tend to work as a binary
process, where the input of a new flow is totally accepted
or is denied. Based on that, we can point out two main
drawbacks:

1. Applications able to perform flow adaptation cannot
make use of this important feature. For instance,
several multimedia applications are able to change
the audio/video coding on-the-fly in order to
optimize the transmission bit rate according to
network conditions;

2. The network becomes unfit to perform on-the-fly
optimizations in the resource allocated for each flow.
In other words, after the network accepts the
entrance of a new flow through the admission
control, it cannot change the conditions of the QoS
contract in order to perform optimizations according

to some policy (e.g., maximize the number of flows
into the network).

In doing so, we propose defining the QoS parameters as
ranges with hard and soft limits rather than fixed values.
By way of this proposal, the network becomes able to pro-
vide QoS in a dynamic fashion [63] since it can control
the amount of resource allocated for each flow, optimiz-
ing the network utility according to some policy. In this
context, the hard limit specifies the minimum amount of
resource required for the application while the soft limit
is used by an application to determine the recommended
level of resource allocated for the transmission.

4 The admission control mechanism
The proposed mechanism performs admission control
and resource reservation at nodes on a network. It is
intended to be used as a major component of QoS-
enabled opportunistic routing protocols enabling control
over which flow can be transmitted over the network
without overloading it. In order to work properly, the pro-
posed mechanism needs the support of a routing metric
and a bandwidth estimator.
The routing metric is important in order that each

node can learn about its neighborhood and, after all, the
topology. Besides, an important requirement of a routing
metric is to avoid the existence of cross-links in a given
routing tree so that whenever a node wants to transmit to
a specific target, it obtains the correct forward set from
the routing metric in a way that a node will not send and
receive from the same node; otherwise, a routing cycle
would be created.
Another mechanism required is the bandwidth estima-

tor. Such a mechanism provides the knowledge of how
much bandwidth is available between two nodes. In our
implementation, we considered, but without rigid depen-
dencies, ETX the routing metric [64] and the bandwidth

Fig. 2 Requests are splitted into sub-requests at intermediate nodes



Calado et al. EURASIP Journal onWireless Communications and Networking  (2015) 2015:224 Page 6 of 22

estimator presented in [65]. The ETX routing metric and
the bandwidth routing estimator used by the proposed
admission control mechanism take into account how an
active link affects other neighboring links. The ETX rout-
ing considers lossy links, asymmetric links, and inter-link
interference. On the other hand, the bandwidth estimator
takes into account the delay to deliver a packet. So, the
activity on any link will reflect on the remaining available
bandwidth measured for such mechanism.
After the preliminaries discussed before, we will present

the details about the admission control and resource
reservation process. The execution of the proposedmech-
anism is split into two phases. In the first one, a temporary
resource reservation is performed. It starts at the trans-
mitter node when the application wishes to initiate a QoS-
enabled flow. The application defines the requirements for
the transmission in terms of required bandwidth. Specifi-
cally, the applicationwill set its transmission requirements
according to the nature of the transmitted stream. For
instance, suppose that the application wants to transmit a
video. In that case, the application should define its low-
est bandwidth requirement as the bandwidth required to
transmit the video with the worst quality possible (which
will consume the least amount of bandwidth). On the
other hand, the application should define the soft param-
eter as the bandwidth required to transmit the video with
quality possible.
Based on that requirement, the admission control

mechanism verifies if there exists at least one valid path,
as defined in Eq. 1, and creates packets with the flow
constraints and sends them to descendent nodes in order
to perform the resource reservation. Such reservation is
performed on the whole set of nodes in the transmis-
sion graph successively until reaching the receiver, as
depicted in Fig. 3 where solid arrows indicate the tempo-
rary resource reservation.
On the other hand, the second phase aims to confirm

the resources allocated. This step starts when the request

arrives at the receiver and that node confirms the flow by
sending response packets back through the reverse path
until they reach the transmitter and grants permission to
transmit as shown in Fig. 3, where dashed arrows indicate
such reverse path transmission. To allow such backward
transmissions, each node holds a table that maps input
requests to output sub-requests (1:n). So, whenever a
node receives a number of sub-requests large enough to
attend the hard QoS limit of the parent request, the node
retrieves, on its table, the backward path and sends the
RRESP packet. Next, we describe both phases in detail.

4.1 Phase 1: temporary resource reservation
Below, we discuss how the temporary resource reservation
is performed by the admission control mechanism. Firstly,
we present the procedure performed by both sender
and relay nodes. Afterwards, we discuss the procedure
adopted by the receiver node.

4.1.1 Temporary resource reservation at sender and relays
Upon receipt of the flow request from the application,
the proposed mechanism identifies the flow specifica-
tion to be created (hard and soft QoS limits, destination
address, etc.) and builds request packets. It then sends
them through the network in order to reserve a certain
amount of resources. Figure 4 presents the sequence of
steps executed by sender and relays during phase 1.
Whenever an application wants to initiate a QoS-

enabled flow, it builds a request specifying the applica-
tion requirements in terms of hard and soft limits for
the required bandwidth. It then sends the request to the
admission control mechanism at the network level. At
this point, the proposed admission control mechanism
retrieves both soft and hard limits from the request (step
1), computes the forward candidate set (FCS) for the tar-
get (steps 2 and 3) (by selecting nodes that are closer to
the destination, based on the ETXmetric, than the current

Fig. 3 During the confirmation process, nodes send the packets through reverse flow path in order to confirm all performed reservations. Solid
arrows indicate reserves not confirmed yet while dashed arrows indicate reservations already confirmed by descendent nodes
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Fig. 4 Steps performed by sender and relays during phase 1

node), and computes the total available bandwidth on the
FCS (steps 4 and 5).
After defining which nodes will participate in the trans-

mission (i.e., nodes belonging to FCS and with non-
zero available bandwidth), the admission control defines
how much bandwidth will be reserved on each neigh-
bor. For each neighbor represented by ni participating in
the session, new hard and soft limits are calculated (Hi
and Si, respectively) for reservation through the Eqs. 2
and 3.

Hi = li
L

∗ H (2)

Si = min
{
li
L

∗ S, li
}

(3)

where

• Hi and Si define the hard and soft limits to be used by
the sub-request for the neighbor ni;

• li defines the available bandwidth to neighbor ni;
• L defines the total available bandwidth in FCS;
• H and S specify both hard and soft limits of current

request.

Based on the new hard and soft limits (Si andHi, respec-
tively) defined for each neighbor ni, a temporary resource
reservation is performed. Moreover, the current node cre-
ates packets RREQ1 which carry sub-requests and sends
them to its forward set (step 6.a). Besides the sub-request
specification, the RREQ packet holds some additional
information such as

• Flow and request ids
• The original flow request

• Global transmitter and receiver addresses (both flow
endpoints)

• Local transmitter and receiver addresses (the current
and its neighbor)

One could argue that the construction of a unique
packet holding all sub-requests, which would be sent in
broadcast, can provide amore effective way to disseminat-
ing all sub-requests. However, the high variability in terms
of transmission channel among the forward set requires
that RREQ must be sent individually. It would be making
use of the RTS/CTS mechanism and the partial reliability
provided by the link layerMAC802.11 in order to decrease
the probability of losses or corruption of RREQ packets.
Alternatively, if the total available bandwidth is smaller

than the hard limit, then an error message is sent to the
application (step 6.b) and the resource reservation process
is aborted.
In turn, relay nodes perform the same steps of the

sender with only one exception. Instead of notifying the
application whenever the QoS requirements of a request
could not be met (step 6.b), the node ignores such request
silently.

4.1.2 Temporary resource reservation at receiver
Based on the step sequence performed by both sender
and relays, the receiver node will eventually receive many
RREQ packets for each flow. For each packet received, the
node will verify if the amount of resource reserved by all
requests fulfills the QoS requirement of the flow as pre-
sented in Fig. 5. In other words, whenever a RREQ packet
arrives at the receiver (step 1), the node adds the new
request to the pool of requests received from that flow
(step 2) and checks if the amount of resource reserved by
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Fig. 5 Handling RREQ packets at the receiver

all requests reaches the hard limit of the flow (step 3). If
so, the node sends confirmation packets (RRESP packets2)
through the reverse path of RREQ packets received.

4.2 Phase 2: confirming the resource reservation
The second phase of the admission control is the pro-
cess of confirming the resource allocation held. This step
is triggered as soon as the receiver receives enough num-
ber of requests to meet the specification flow. Whenever
this occurs, the receiver sends RRESP packets, through the
reverse path, in order to confirm the allocated resource.
The node will send a RRESP per neighbor that has just
sent a RREQ packet.
Similar to the receiver node, intermediate nodes process

RRESP packets consolidating all performed reservations.
If the bandwidth confirmed is at least equivalent to the
hard limit, the relay node changes the flow status to active
repeating the process of sending RRESP packets to ascen-
dant nodes in a similar way until they reach the sender,
as presented in Fig. 6. As soon as the admission con-
trol at the sender receives enough confirmation packets,
it informs the application about such an event (step 1)
in order to enable the effective transmission of data for
the transmitter (steps 2) and, consequently, to the target
(step 3).

4.3 Resource reservation model
In this section, we present a mathematical model for the
resource reservation process, i.e., how a request is divided
into sub-requests and how the hard and soft limits are
evaluated for each node. A matrix of bandwidths F is
defined in (4), where n1 is the transmitter, n2, n3, . . . , nk−1
are the intermediate nodes, nk is the receiver, c(ni → nj)
is the bandwidth from a node ni to a node nj for i < j, and
c(ni → nj) = 0 for i ≥ j, i = 1, 2, . . . , k, j = 1, 2, . . . , k. The
matrix of bandwidths is strictly upper triangular, i.e., all of
the entries on the main diagonal and all the entries below
the main diagonal are zero. This matrix is strictly upper
triangular because (i) the bandwidth c(ni → ni) from a

node ni to itself is considered zero, for i = 1, 2, . . . , k and
(ii) we consider only the flow from the transmitter node n1
to the receiver node nk , i.e., not the reverse flow path. The
vector FS presented in (5) contains the sums of available
bandwidths of all descendent neighbors.

F =

⎡
⎢⎢⎢⎢⎢⎣

0 c(n1 → n2) c(n1 → n3) . . . c(n1 → nk)
0 0 c(n2 → n3) . . . c(n2 → nk)
0 0 0 . . . c(n3 → nk)
...

...
...

. . .
...

0 0 0 . . . 0

⎤
⎥⎥⎥⎥⎥⎦
(4)

FS =

⎡
⎢⎢⎣

∑k
j=1 c(n1 → nj)

...∑k
j=1 c(nk → nj)

⎤
⎥⎥⎦ = [

1 1 . . . 1 1
]
FT (5)

The matrix of ratios A in (6) contains the ratios between
the available bandwidth from the current node to a spe-
cific neighbor and the sum of available bandwidth of all
descendent neighbors. The entry A(i, j) is evaluated in (7).

A =

⎡
⎢⎢⎢⎢⎢⎢⎣

0 c(n1→n2)
FS(1)

c(n1→n3)
FS(1) . . .

c(n1→nk)
FS(1)

0 0 c(n2→n3)
FS(2) . . .

c(n2→nk)
FS(2)

0 0 0 . . .
c(n3→nk)

FS(3)
...

...
...

. . .
...

0 0 0 . . . 0

⎤
⎥⎥⎥⎥⎥⎥⎦

(6)

A(i, j) =
{

c(ni→nj)
FS(i) if FS(i) 
= 0
0 if FS(i) = 0

(7)

The matricesH and S are respectively named the matri-
ces of hard and soft limits, and they have the same
dimensions of the matrix of bandwidths F. The entries on
the main diagonals of such matrices are respectively the
hard and soft limits for each node. The elements of the
matrices of hard and soft limits must be evaluated by the
Algorithm 1. They are initialized as null matrices, with all
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Fig. 6 Handling RRESP packets at sender

of their entries being zero. Then the entries in the first line
and first column of H and S are initialized with the hard
and soft limits Htransmitter and Stransmitter requested by the
transmitter node. The remaining entries are evaluated as
in Eqs. 2 and 3.

Algorithm 1: Evaluating the matrices of hard H and
soft S limits.

Input: A, FS,Htransmitter , Stransmitter
Result: H , S

1 begin
2 H =[ 0]k×k ;
3 S =[ 0]k×k ;
4 H(1, 1) = Htransmitter ;
5 S(1, 1) = Stransmitter ;
6 i = 1 ;
7 for i ≤ k do
8 j = i ;
9 for j ≤ k do

10 if i 
= j then
11 if A(i, j) · H(i, i) ≤ F(i, j) then
12 S(i, j) =

min
{
A(i, j) · S(i, i), F(i, j)

}
;

13 H(i, j) = A(i, j) · H(i, i);
14 S(j, j) = S(j, j) + S(i, j) ;
15 H(j, j) = H(j, j) + H(i, j) ;
16 end
17 else
18 S(i, j) = 0 ;
19 H(i, j) = 0;
20 end
21 end
22 j = j + 1 ;
23 end
24 i = i + 1;
25 end
26 end

The hard and soft limits for each node are respectively
presented in the vectors Hd and Sd (index “d” stands for
diagonal). Such vectors are obtained from the entries on
the main diagonals of the matrices of hard and soft limits,
as shown in (8) and (9).

Hd =

⎡
⎢⎢⎢⎣
H(1, 1)
H(2, 2)

...
H(k, k)

⎤
⎥⎥⎥⎦ (8)

Sd =

⎡
⎢⎢⎢⎣
S(1, 1)
S(2, 2)

...
S(k, k)

⎤
⎥⎥⎥⎦ (9)

Example 1. Consider the matrix of bandwidths F in (10)
and the hard and soft limits Htransmitter = 30 and
Stransmitter = 100 requested by the transmitter node, repre-
senting the scenario shown in Fig. 7a. The vector with the
sums of available bandwidths of all descendent neighbors
is presented in (11). The matrix of ratios A is presented
in (12). The matrices of soft and hard limits were evalu-
ated using the Algorithm 1 and are respectively presented
in (13) and (14). The vectors Sd and Hd in (13) and (14) are
obtained from the main diagonals of the matrices of soft
and hard limits. Therefore, the entries in the vectors Sd and
Hd are respectively the soft and hard limits shown in Fig. 7b
for each node. Finally, the labels on each arc of topology
Fig. 7b represent the remaining available bandwidth after
the resource reservation process.

F =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎣

0 20 30 50 0 0 0
0 0 0 0 10 30 0
0 0 0 0 0 0 60
0 0 0 0 0 0 0
0 0 0 0 0 0 30
0 0 0 0 0 0 30
0 0 0 0 0 0 0

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎦

(10)
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Fig. 7 Example of how a request is propagated throughout the network regarding to the resource reservation model. a Initial state of network.
b State of network after the resource reservation process

FS =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎣

100
40
60
0

30
30
0

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎦

(11)

A =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎣

0.00 0.20 0.30 0.50 0.00 0.00 0.00
0.00 0.00 0.00 0.00 0.25 0.75 0.00
0.00 0.00 0.00 0.00 0.00 0.00 1.00
0.00 0.00 0.00 0.00 0.00 0.00 0.00
0.00 0.00 0.00 0.00 0.00 0.00 1.00
0.00 0.00 0.00 0.00 0.00 0.00 1.00
0.00 0.00 0.00 0.00 0.00 0.00 0.00

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎦

(12)

S =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎢⎣

100.0 20.0 30.0 50.0 0.0 0.0 0.0
0.0 20.0 0.0 0.0 5.0 15.0 0.0
0.0 0.0 30.0 0.0 0.0 0.0 30.0
0.0 0.0 0.0 50.0 0.0 0.0 0.0
0.0 0.0 0.0 0.0 5.0 0.0 5.0
0.0 0.0 0.0 0.0 0.0 15.0 15.0
0.0 0.0 0.0 0.0 0.0 0.0 50.0

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎥⎦
, Sd =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎢⎣

100
20
30
50
5

15
50

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎥⎦

(13)

H =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎢⎣

30.0 6.0 9.0 15.0 0.0 0.0 0.0
0.0 6.0 0.0 0.0 1.5 4.5 0.0
0.0 0.0 9.0 0.0 0.0 0.0 9.0
0.0 0.0 0.0 15.0 0.0 0.0 0.0
0.0 0.0 0.0 0.0 1.5 0.0 1.5
0.0 0.0 0.0 0.0 0.0 4.5 4.5
0.0 0.0 0.0 0.0 0.0 0.0 15.0

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎥⎦
, Hd =

⎡
⎢⎢⎢⎢⎢⎢⎢⎢⎢⎣

30
6
9

15
1.5
4.5
15

⎤
⎥⎥⎥⎥⎥⎥⎥⎥⎥⎦

(14)
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4.4 Defining how long a node will hold a temporary
reservation

One issue that must be considered during the process of
admission control is how long a node will hold temporary
reservations if the confirmation packet does not arrive in
a certain amount of time. To face this issue, two different
timers are considered. The first timer is defined in a per
flow basis. In other words, such a timer will be kept until
the flow changes its state to active (i.e., the hard limit was
not achieved yet). On the other hand, the second timer is
defined on a per request basis. The need for two different
timers is due to the fact that the confirmation of a sin-
gle sub-request could eventually reach the minimum flow
restriction, thereby cancelling the timer per flow. Figure 8
presents a scenario that illustrates this issue. The topology
is composed of six nodes where the labels on arcs indicate
random values for available bandwidth on channel and
labels on nodes indicate the specification of a flow (with
hard and soft limits) which the node has received from
the ancestor node, or application in case of a transmitter
(node S).
Considering the previous scenario, node S will create

two sub-requests with reserved bandwidth proportional
to the available bandwidth on its forward set. After the
confirmation process (discussed in details in Section 4.2),
node Swill also confirm the reserve on node R1, with value
6 while it will release the bandwidth on R2 since it was
not possible to perform the resource reservation on the entire
path. As a result of transmission, the flow can be initiated, since
the hard limit from the original request was achieved (i.e., 5),
canceling the timer for the flow. Conversely, the timer of the
sub-request targeting R2 will expire, since no confirmation has
been received, releasing the allocated bandwidth on R2.
Finally, we must define how the admission control

mechanism on each node will behave in the event of
timer expiration depending on the type of timer. Since per
flow timer expiration occurs when the admission control
mechanism cannot confirm the minimum bandwidth

required for transmission, all reservations made on behalf
of this flow are removed and all per request timers are
canceled. On the other hand, the per sub-request timer
expiration event occurs when the flow is partially con-
firmed and the portion of bandwidth required, which has
not been confirmed, is released.

4.5 Avoiding exponential growth on packet transmitting
As previously discussed, the proposed mechanism per-
forms resource reservation in nodes that belong to the
transmission graph by sending multiple requests. How-
ever, amajor challenge that has been treated relates to how
to avoid an exponential growth in the number of request
packets transmitted. Considering a naive approach, we
could argue that a node will generate N packets for each
received packet, where N is the size of the forward set
of that node. Following this approach would be infeasible
due the number of packets transmitted. For instance, the
topology presented in Fig. 9 is composed of 11 nodes (two
endpoints and nine relays), and each node is connected
with a variable number of nodes representing the forward
set. Even in a topology as simple as discussed, it will gen-
erate 112 packets without considering the confirmation
step. The high number of transmitted packets is due to
the fact that the number of packets is defined as the prod-
uct of the number of descendent nodes by the number of
packets received.
In order to mitigate these aforementioned effects, we

introduced a backoff mechanism for controlling packet
transmission during phase 1 (temporary resource reser-
vation). This mechanism allows the agglutination of the
requests from ancestor nodes, reducing the number of
packets to be transmitted. Roughly, this mechanismworks
as presented in Algorithms 2 and 3. Basically, whenever a
node receives a request (Algorithm 2), it checks whether
that request marks the reception of a new flow at the node.
If so, it postpones the transmission for a random timer
(backoff period). If during this backoff the node receives

Fig. 8 Sub-requests distribution schema. Each request can be splitted in several sub-requests (with the corresponding values for hard and soft
limits) according to the number of descendent nodes. Also, the admission control mechanism will perform a temporary resource reservation with a
value between the hard and soft limits
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Fig. 9 This topology illustrates how a naive approach may cause an exponential growth in the number of transmitted packets because the number
of transmitted packets is defined as the product of received packets by descendent connections. Labels on arcs indicate how many packets were
transmitted on the channel

a new request from this flow, possibly from another
ascendant node, the node agglutinates both requests in
a single request avoiding multiple transmissions. As the
backoff timer expires (Algorithm 3) the relay sends the
sub-requests for nodes belonging its forward set.

Algorithm 2:Handles how the node will behave on a
packet reception in regards to the backoff mechanism

Data: Request packets randomly received
Result: Schedules the backoff timer

1 begin
2 p ← read the request packet;
3 f ← read the flow Id from p;
4 hard ← read the hard value from p;
5 soft ← read the soft value from p;
6 bck ← ∞;
7 forwardSet ← read the forward set of flow f ;
8 if p is the first packet of f then
9 for neighbour in forwardSet do

/* Define how much bandwidth
will be reserved based on
Eqs. 2 and 3 (see
Section 4.1) */

10 value_to_reserve ←
define_reserve(neighbour, hard, soft);

11 reserve value_to_reserve on neighbour;
12 end
13 bck ← random_value();

/* Start the backoff */
14 start_bck_for_flow(bck, f );
15 end
16 else if bck != 0 then
17 for neighbour in forwardSet do
18 value_to_reserve ←

define_reserve(neighbour, hard, soft);
/* Reallocate a new

reservation on neighbour */
19 reallocate value_to_reserve on neighbour;
20 end
21 end
22 else
23 forwardSet ← read the forward set of flow f ;
24 for neighbour in forwardSet do
25 send the sub-request packet to neighbour;
26 end
27 end
28 end

Algorithm 3:Handles how the node will behave when
the backoff timer expires
Data: Backoff expiration event
Result: Strategy to send sub-request packets

according to a backoff timer
1 begin
2 f ← read the flow whose backoff expired;
3 forwardSet ← read the forward set of flow f ;
4 for neighbour in forwardSet do
5 send the sub-request packet to neighbour;
6 end
7 end

4.6 Allocation resource maintenance
It is important to consider how long the reservation
will take place in the relay nodes after the new flow is
established. To achieve this, we considered the use of a
soft-state approach where the transmitter must update all
reservations performed in the relay nodes. In this con-
text, the proposed protocol performs an update in the flow
reservation through the following possible actions:

1. During transmission, receiving a data packet is
considered a stream update.

2. In silent periods, where the application is not
transmitting, the protocol sends a probe packet
indicating that the transmission is still active.

If a relay does not receive any update (data packet or
probes) within a predefined period3, the node considers
it as a signal of unrecovered communication problem and
releases the perfomed reservation.

4.7 Integrating the proposed admission control
mechanism on the opportunistic routing paradigm

An important point regarding the proposed admission
control mechanism is how it can be integrated on
an opportunistic routing protocol. After the resource
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reservation process has been performed, each node will
hold a table with all reservations made. Based on that, the
transmitter will be able to (i) shape the transmission rate
of each flow and (ii) order the FCS based on the avail-
able transmission bandwidth. Specifically, the transmitter
mechanism will perform the following actions:

• Selection of the active flow to transmit based on the
reservation made: the node will share its
transmission time proportionally to the resource
reservation made. By performing such step, the node
will be able to shape the transmission rate of each
flow based on the reservation made.

• Selection of the FCS during transmission of a flow:
based on the resource reservation made, each node
will sort its forward candidate set. For each slot time,
the forward candidate set will be initially ordered
based on the amount of resource reserved. Whenever
a flow is selected for transmission, the amount of
bandwidth required to transmit a packet is reduced
from the highest priority node on the FCS. When the
available bandwidth for a node achieves zero, the
node will not be considered on the FCS during the
rest of the slot time.

It is important to mention that although the proposed
admission control mechanism has been designed with the
opportunistic routing in mind, it can be adapted to be
used with a multi-path routing protocol. To achieve this,
after the resource reservation process, each node will per-
form parallel transmissions for each path depending on
the generated subflows.

5 Evaluationmethodology
In order to evaluate the proposed mechanism, we per-
formed several experiments focusing on different aspects
of the solution. To allow this, we implemented a prototype
of the proposed mechanism on the network simulator
framework OMNeT++ [66]. In the following, we discuss
the methodology employed at each experiment.

5.1 Evaluation 1: comparing the proposedmechanism to
a multipath-based admission control approach

The first experiment aimed to compare the proposed
mechanism (referenced in this section as OR4) with the
original multipath ticket-based mechanism presented by
Liao et al. [23] (referenced in this section as “TK”). Since
there is not any implementation available of such mech-
anism, we have implemented such mechanism into the
OMNeT++ network simulator following the instructions
described on the original paper.
In short, this experiment aimed to answer the following

research question:

• The proposed admission control mechanism (OR)
achieves a higher success rate compared to
ticket-based multipath admission control approach
(TK)

which results in the following null (H0) and alternative
(HA) hypotheses:⎧⎪⎪⎪⎨

⎪⎪⎪⎩
H0 : The OR mechanism does not result in a higher

success rate compared to the TK mechanism.
HA : The OR mechanism results in a higher success

rate compared to the TK mechanism.

In order to answer the research question, we designed
several simulation scenarios based on the following exper-
iment factors:

• Number of nodes in the network (k)
• Average bandwidth available in the links (μ)
• Standard deviation of bandwidth available in the links

(σ )
• Dispersion area of the nodes (A)

In this context, k can assume values of 10, 20, 30, 40, 50,
60, 70, 80, 90, or 100 nodes. The corresponding value ofA
is 0.25 km2 for the first five values of N and 1 km2 for the
others. σ can assume values of 100 or 200 kbps. Finally, μ
can be 100 kbps, 200 kbps, 300 kbps, 400 kbps, 500 kbps,
600 kbps, 700 kbps, 800 kbps, 900 kbps, or 1 Mbps.
Given the above factors and the combination of their

levels, we defined a total of 200 different scenarios. For
each scenario, we checked the success rate of the admis-
sion control process in both mechanisms performing 500
replications where both the transmitter and receiver for
a QoS-based session were chosen randomly. At each
replication, a resource reservation request with values
of 400 kbps and 1 Mbps for the hard and soft limits,
respectively, were considered in our approach (OR) (rep-
resenting variables H and S on the Eqs. 2 and 3). On the
other hand, a request with 400 kbps was used to the TK
mechanism.
Given the number of scenarios and replications, we per-

formed a total of 200,000 simulations (100,000 for each
studied mechanism). For sake of simplicity but without
losing generality, we present only a subset of scenarios
randomly chosen. Such subset is presented in Table 1.5

5.2 Evaluation 2: comparing the proposedmechanism to
a unipath admission approach

The second experiment aimed to compare the pro-
posedmechanismwith a unipath-based admission control
mechanism. It is noteworthy that despite our best effort,
we were unable to obtain an OMNeT++ implementa-
tion of an existing QoS routing protocol which performs
the admission control process through the opportunistic
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Table 1 Selected scenarios subset

Scenario Number of Mean (μ) Standard deviation Dispersion area
nodes (k) (kbps) (σ ) (kbps) (A) (km2)

1 10 200 100 0.25

2 20 300 200 0.25

3 30 500 200 0.25

4 40 200 100 0.25

5 50 400 100 0.25

6 60 400 200 1

7 70 600 200 1

8 80 700 100 1

9 90 400 100 1

10 100 500 200 1

routing paradigm or even through unipath-based routing.
Due to that, we implemented a unipath admission con-
trol mechanism as a baseline protocol (referenced in this
section as UP6). This mechanism presents several charac-
teristics inherited from different well-known approaches,
such as the following:

• Unipath reservation [67]
• Use of a unique reservation threshold [68]
• Selection of the shortest path based in routing

metrics [69]

We considered the same experiment setup previously
described, and we also highlighted the same scenarios
presented in Table 1 for discussion.7
Similar to the previous analysis, this experiment aimed

to answer the following research question:

• The proposed admission control mechanism (OR)
achieves a higher success rate compared to an
admission control mechanism based on unipath
routing (UP)

which results in the following null (H0) and alternative
(HA) hypotheses:

⎧⎪⎪⎪⎨
⎪⎪⎪⎩
H0 : The OR mechanism does not result in a higher

success rate compared to the UP mechanism.
HA : The OR mechanism results in a higher success

rate compared to the UP mechanism.

5.3 Evaluation 3: behavior of success rate in regard to
network size and density changes

The third evaluation aimed to analyze the impact on suc-
cess rate, due to the growth of the network in terms of the
number of nodes and neighborhood density. Firstly, we
studied the effects of network topology size on the success
rate for proposed mechanism (OR), for the unipath-based

mechanism (UP), and for the multipath ticket-based (TK)
mechanism. To achieve this, we considered the same
experiment setups discussed in Sections 5.1 and 5.2. How-
ever, we analyzed how the above variable behaves when
the available bandwidth is constant (300 kbps) but the
network size changes.
On the second part of this evaluation, we conducted an

additional experiment where we analyzed the behavior of
both mechanisms on two networks with the same number
of nodes but with a different density on the node neigh-
borhood. Specifically, we tested these approaches against
networks with 60 and 70 nodes dispersed in two different
areas (0.25 and 1 km2).

5.4 Evaluation 4: effects of soft threshold on the
admission control process

The last evaluation aimed to demonstrate how the use
of soft limits in QoS requests can be beneficial to the
admission control process. In other words, we tried to
verify how much available bandwidth could be reserved
by using the soft limit parameter as in our approach. To
perform such an evaluation, we conducted two experi-
ments. In the first experiment, we considered networks
with 10–70 nodes scattered in an area of 0.25 km2 with
400 and 100 kbps as the available bandwidth and standard
deviation, respectively. On the other hand, in the second
experiment, we considered networks with 60–100 nodes
scattered in an area of 1 km2 with 500 and 200 kbps as the
available bandwidth and standard deviation, respectively.
For both experiments, we used requests with limits of
400 kbps and 1Mbps for hard and soft limits, respectively.

6 Results and discussions
6.1 Evaluation 1: comparing the proposedmechanism to

a multipath-based admission control approach
As discussed in Section 5.1, this evaluation aims to com-
pare the performance of our approach with the orig-
inal multipath-based approach proposed by Liao et al
[23]. The comparison process consists of two steps. First,
we applied normality tests Shapiro Wilk and Anderson-
Darling. Normality tests are needed to enable the choice of
appropriate inference test to be used in the second step of
the evaluation. Both normality tests consider the following
hypotheses, with a confidence level of 95% (α = 0.05):

{
H0 : the sample is normally distributed;
HA : the sample is not normally distributed.

Tables 2 and 3 show the results of applying both nor-
mality tests for the scenarios described in Table 1.8 For
scenarios where both admission control mechanisms have
obtained p value >α, we considered that the samples were
normally distributed. For other situations, where at least



Calado et al. EURASIP Journal onWireless Communications and Networking  (2015) 2015:224 Page 15 of 22

Table 2 Testing the proposed admission control mechanism
(OR) data for normality

Scenario Shapiro-Wilk Anderson-Darling

1 W = 0.8595, p value = 0.007713 A = 0.8257, p value = 0.02707

2 W = 0.9531, p value = 0.4171 A = 0.4559, p value = 0.2394

3 W = 0.9727, p value = 0.8101 A = 0.2824, p value = 0.5986

4 W = 0.9278, p value = 0.1402 A = 0.5867, p value = 0.1115

5 W = 0.947, p value = 0.3232 A = 0.3727, p value = 0.3851

6 W = 0.9263, p value = 0.1312 A = 0.538, p value = 0.1469

7 W = 0.9406, p value = 0.2457 A = 0.5623, p value = 0.1265

8 W = 0.7622, p value = 0.0002489 A = 1.9721, p value = 3.131e-05

9 W = 0.9385, p value = 0.2246 A = 0.5667, p value = 0.1232

10 W = 0.9137, p value = 0.07487 A = 0.7139, p value = 0.05248

one mechanism obtained p value <α, we assumed that the
data were not normally distributed.
Based on the results obtained by normality tests, we

defined which test should be applied to each scenario for
comparing the mechanisms (OR and TK). In scenarios
where we detected normality, we applied statistical Stu-
dent’s t test. On the other hand, in scenarios where we
did not detect normality, we applied the non-parametric
test Mann-Whitney-Wilcoxon. Both tests considered the
following hypotheses:⎧⎪⎪⎨

⎪⎪⎩
H0 : the two sets of data do not show

systematic differences;
HA : the two sets of data show systematic

differences.

Moreover, considering that we have used R [70] as statis-
tical tool, we determined not only the difference between
the datasets but also the nature of this inequality (e.g., less,
greater, etc.). In this context, Table 4 presents the results
obtained after performing statistical inference tests over

Table 3 Testing the ticket-based (TK) admission control data for
normality

Scenario Shapiro-Wilk Anderson-Darling

1 W = 0.653, p value = 1.098e-05 A = 3.2728, p value = 1.554e-08

2 W = 0.9737, p value = 0.8305 A = 0.2755, p value = 0.6205

3 W = 0.9746, p value = 0.8479 A = 0.2475, p value = 0.7175

4 W = 0.8739, p value = 0.01379 A = 1.1791, p value = 0.003346

5 W = 0.9003, p value = 0.04181 A = 0.6647, p value = 0.07023

6 W = 0.9328, p value = 0.1752 A = 0.6812, p value = 0.06371

7 W = 0.9329, p value = 0.1753 A = 0.6033, p value = 0.1011

8 W = 0.7656, p value = 0.0002773 A = 1.8868, p value = 5.168e-05

9 W = 0.9664, p value = 0.6779 A = 0.3424, p value = 0.4555

10 W = 0.9614, p value = 0.5722 A = 0.3637, p value = 0.4049

Table 4 Statistical inference tests applied over data (OR vs TK)

Scenario Statistical test p value(OR>TK) p value(TK>OR)

1 Mann-Whitney-Wilcoxon 0.0002016 0.9998

2 Student’s t test 2.487e−06 1

3 Student’s t test 3.77e−10 1

4 Mann-Whitney-Wilcoxon 4.665e−05 1

5 Mann-Whitney-Wilcoxon 4.625e−05 1

6 Student’s t test 1.829e−07 1

7 Student’s t test 2.408e−06 1

8 Mann-Whitney-Wilcoxon 0.1724 0.9071

9 Student’s t test 1.37e−12 1

10 Student’s t test 4.54e−09 1

the collected data. The third column of this table presents
p value results when the alternative hypothesis corre-
sponds toOR>TK.On the other hand, the fourth column
presents p value results when the alternative hypothesis
corresponds to TK > OR.
From the results, the following conclusions were

obtained:

1. The admission control mechanism hereby proposed
had a better performance in terms of success rate in
most scenarios studied compared with TK
mechanism (all scenarios but scenario 8). The main
reason of such superiority remains on the combined
use of thresholds, which allow a flexibility on the
resource reservation process, and the use of whole
set of descendent nodes as possible forwarding
candidates, which spreads the request in a larger set
of nodes compared to TK.

2. For scenarios where the null hypothesis cannot be
rejected (scenario 8), we performed further analysis,
checking whether the proposed solution has inferior
performance. In order to do that, we reapplied the

Table 5 Testing unipath-based admission control data for
normality

Scenario Shapiro-Wilk Anderson-Darling

1 W = 0.6076, A = 3.8693,
p value = 3.538e-06 p value = 4.854e-10

2 W = 0.9376, p value = 0.2159 A = 0.5917, p value = 0.1083

3 W = 0.9725, p value = 0.8072 A = 0.2217, p value = 0.8033

4 W = 0.632, p value = 6.442e-06 A = 3.5074, p value = 3.97e-09

5 W = 0.9461, p value = 0.3117 A = 0.4214, p value = 0.2923

6 W = 0.8442, A = 1.4725,
p value = 0.004262 p value = 0.0005924

7 W = 0.9604, p value = 0.5526 A = 0.319, p value = 0.5104

8 W = 0.7342, p value = 0.000105 A = 2.2731, p value = 5.35e-06

9 W = 0.9474, p value = 0.3298 A = 0.5338, p value = 0.1507

10 W = 0.9675, p value = 0.7015 A = 0.3793, p value = 0.3711
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Fig. 10 Comparative PDF regarding scenario 3 between OR and UP mechanisms

Fig. 11 Comparative PDF regarding scenario 4 between OR and UP mechanisms
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Table 6 Statistical inference tests applied over data (OR vs UP)

Scenario Statistical test p value(OR>UP) p value(UP>OR)

1 Mann-Whitney-Wilcoxon 6.476e−05 0.9999

2 Student’s t test 1.206e−11 1

3 Student’s t test 1.936e−13 1

4 Mann-Whitney-Wilcoxon 4.586e−05 1

5 Student’s t test < 2.2e−16 1

6 Mann-Whitney-Wilcoxon 6.953e−05 0.9999

7 Student’s t test 2.981e−10 1

8 Mann-Whitney-Wilcoxon 0.7146 0.4251

9 Student’s t test < 2.2e−16 1

10 Student’s t test 2.107e−15 1

same statistical test but using the inverse inequality
as the alternative hypothesis (ie, HA : TK>OR
instead of HA : TK<OR). By this new assumption,
the null hypothesis could not be rejected in any
scenario (fourth column on Table 4). Therefore, the
proposed admission control mechanism is able to
achieve performance at least statistically equivalent
to unipath-based admission control.

3. The scenarios where it was detected that statistica
equivalence of the results have as a common
characteristic the amount of bandwidth available for
reservation at the moment that the admission
control process is performed. For such scenarios, the
amount of available bandwidth was greater than the
necessary resource. Thus, the failure rate in the
reservation process would be naturally low.

6.2 Evaluation 2: comparing the proposedmechanism to
a unipath admission approach

As discussed in Section 5.2, this evaluation aimed to com-
pare the performance of our approach against a unipath-
based admission control mechanism (referred as UP). We
followed the same methodology described in Section 6.1

to compare the OR mechanism with the UP mechanism.
First of all, we applied normality tests Shapiro Wilk and
Anderson-Darling in order to determine the correct sta-
tistical test for comparison. Table 5 shows the results of
applying both normality tests for the scenarios presented
in Table 1 for the UP mechanism9 (for the results related
to theORmechanism, refer to Table 2).Moreover, in order
to strengthen the conclusions, we performed a graphical
analysis through probability density functions (PDF) plots.
Figures 10 and 11 present the comparative PDF results for
both mechanisms (OR and UP mechanisms) for scenarios
3 and 4, respectively (see Table 1).
After determining the correct statistical tests to be

applied for the whole set of scenarios, we repeated the
process of comparing both admission control mechanisms
in order to verify the relation detected between them
for each scenario. In this context, Table 6 presents the
results obtained after performing statistical inference tests
over the collected data. The third column of this table
presents p value results when the alternative hypothe-
sis corresponds to OR > UP. On the other hand, the
fourth column presents p value results when the alterna-
tive hypothesis corresponds to UP>OR. As expected, the
proposed mechanism achieves a higher success rate com-
pared to a unipath-based approach. The main reason for
this is due to fact that the unipath-based mechanism per-
forms resource reservation in only one path while the OR
mechanism considers multiple paths whenever possible.
Finally, Table 7 presents a summary of the success and

failure rates for all studied mechanisms (i.e., OR, TK, and
UP). It also shows percentages of routing failure (when
it was not possible to establish a minimal path between
source and destination). As we can see, the results pre-
sented by the proposed admission control mechanism
(OR) are quite satisfactory in regard to the success rates
and the reservation failure compared to both ticket-based
(TK) and the unipath-based admission control (UP). For

Table 7 Percentages of success and failure of studied mechanisms

Scenario Success rate Success rate Success rate Routing Reservation failure Reservation failure Reservation failure
OR (%) TK (%) UP (%) failure (%) OR (%) TK (%) UP (%)

1 12.4 6.4 1.4 36.2 51.4 57.4 62.4

2 33.6 20.5 9.6 15.2 51.2 64.2 75.2

3 82.6 61.4 37 3.6 13.8 35 59.4

4 47.8 11 1.4 2.4 49.8 86.6 96.2

5 80.2 44.4 22.2 1.6 18.2 54 76.2

6 25.8 12.8 6 4.4 69.6 82.2 89.6

7 68 57.6 37.4 11.2 20.8 31.2 51.4

8 97.2 96.6 97.4 2 0.8 1.4 0.6

9 64.4 34.2 9.2 1 34.6 64.8 89.8

10 69.4 49 21.8 1 29.6 50 77.2
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all scenarios but 8, a substantial difference was detected
between the mechanisms. For example, in scenario 4, the
proposed mechanism achieved a performance of 3300%
better than the UP mechanism and nearly 330% than the
TK approach.

6.3 Evaluation 3: behavior of success rate in regard to
network size and density

As pointed out in Section 5.3, this evaluation aims to show
how the studied mechanism behaves when the number
of nodes and the topology density change at the net-
work. Regarding both the first and second experiments,
Fig. 12 displays bar charts regarding success rates obtained
by the proposed admission control mechanism (OR), the
unipath-based (UP), and the ticket-based (TK) admis-
sion control. In all scenarios, we considered a request of
400 kbps as the hard limit, 300 kbps as the average band-
width available in the links, and 100 kbps as the standard
deviation. Furthermore, networks containing between 10
and 50 nodes were dispersed over an area of 0.25 km2,
while the rest were dispersed over an area of 1 km2.
Given the results, we can infer that there is no direct

relationship between the success rate and the size of the
network. At the same time though, one can notice the dif-
ference between the success rate obtained in the proposed
approach and other admission control approaches com-
pared. While the former achieves values which are even
higher than 70%, no results of the latter exceed 8% for the
UP mechanism or 30% for the TK mechanism.
The impact on the success rate when the same number

of nodes is dispersed in networks with areas of different
sizes was also observed. Figure 13a, b shows line charts
corresponding to success rates in networks with 60 and
70 nodes for the proposed mechanism, respectively. Each
chart considered a topology dispersion of 0.25 and 1 km2.
Looking at the graphs, it is clear that the increase in net-

work density contributes to an increase in the success rate.

This result is explained by the increased number of paths
to be used in the reservation process.

6.4 Evaluation 4: effects of soft threshold on the
admission control process

The last evaluation aimed to demonstrate the effects of
using the soft threshold as an additional parameter dur-
ing the admission control process. Based on the experi-
ment setup described in Section 5.4, Fig. 14a, b presents
line charts that show the amount of bandwidth that was
effectively reserved. Figure 14a displays the results for net-
works with 10 to 70 nodes scattered in an area (A) of
0.25 km2. The average bandwidth available (μ) was set
to 400 kbps while the standard deviation (σ ) was set to
100 kbps. Figure 14b shows the results for networks with
60 to 100 nodes, A = 1 km2, μ = 500 kbps, and σ =
200 kbps. In both cases, soft and hard limits were 1 Mbps
and 400 kbps, respectively.
By observing the results, it is clear that the use of a soft

threshold allows the reservation of values well above μ.
The growth seen in charts presented in Fig. 14a and b can
be explained by an increased number of available paths
used during the reservation process.

7 Conclusions
Opportunistic routing is considered a novel approach
to relay packets in wireless mesh networks. The use of
the broadcast nature to transmit packets opportunisti-
cally increases the throughput and resilience to losses in
wireless networks. However, characteristics of this new
paradigm raise challenging issues to be met in order to
provide QoS in transmissions.
In this paper, we propose a mechanism for admission

control for routing protocols based on the opportunistic
routing paradigm. This mechanism performs admission
control and resource reservation in multiple neighbors
according to their importance in the relaying process.

Fig. 12 Behavior of success rate obtained by mechanisms in function of the number of nodes in the network
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Fig. 13 Behaviour of the success rate for networks with differente dispersion areas. Plot a presents the success rate for a topology containing 60
nodes. On the other hand, plot b presents the results for a topology containing 70 nodes

Moreover, we introduce a modification in the mean-
ing of the QoS parameter. Instead of representing the
QoS parameter as only a hard limit where the admis-
sion control process works basically as a boolean step, our
approach defines the QoS parameter as a range where the
application defines both minimum and desired levels of
QoS that the network should provide.
Evaluations show that the proposed admission control

mechanism is able to obtain a higher rate of success
in the process of resource reservation than both multi-
path [23] or unipath-based approaches. In some scenarios,
as detailed in Sections 6.1 and 6.2, the difference mea-
sured was up to 3000% for the unipath-based approach
and 300% for the multipath-based. For the case of the
unipath-based approach, the substantial difference can be
explained by the multiple possible routes in which a given
flow can be transmitted. On the other hand, the proposed
approach was able to achieve a better success rate than the
considered multipath since we considered all nodes of the
forwarding set and also due to the use of limits hard and
soft to define the QoS request.
In the future, we aim to extend the admission con-

trol mechanism to an on-the-fly approach. Specifically, we
intend to use the soft and hard parameters to optimize the

resource reserved at each flow. We also want to perform
a detailed study in order to define the optimal value for
the backoff parameter. In the current version, we defined
it as a static value. Such a value will eventually depend on
the topology structure which could also be defined in an
on-the-fly fashion.
Moreover, we intend to extend the proposed solution

to work transparently in bidirectional traffic. Currently, to
apply to a bidirectional traffic, it is necessary to perform
a second resource reservation on the reverse path which
may, eventually, be rejected by the network. The basic idea
is to perform the resource reservation in the bidirectional
traffic in a single step, from the perspective of the calling
application.

Endnotes
1From Reservation request.
2From Reservation response.
3For the sake of simplicity, in our experiments, we

considered a fixed value for this parameter. A more
accurate approach would consider some network-related
information such as the RTO or RTT.

4From Opportunistic routing.
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Fig. 14 Available bandwidth reserved for requests with hard limit of 400 kbps and soft limit of 1 Mbps. Plot a considers A = 0.25 km2, μ = 400 kbps
and σ = 100 kbps; On the other hand, plot b considers A = 1km2, μ = 500 kpbs and σ = 200 kbps

5The complete dataset is available as Additional file 1
of this work.

6From Unipath routing.
7The complete dataset is available as Additional file 1

of this work.
8The complete dataset is available as Additional file 1

of this work.
9The complete dataset is available as Additional file 1

of this work.
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